**附件： 河北科技师范学院网络应用系统安全自查表**

网络应用系统名称： ；所属部门：（盖章）

系统管理员： ； 手机号码：

业务分管领导： ；手机号码：

自查时间： 年 月 日；填表人：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 项目 | 自查内容 | 自查结果 | 分值 | 得分 |
| 组织健全 | 1、有无分管网络与信息化工作的领导  |  | 5 |  |
| 2、有无兼职网络与信息工作人员  |  | 5 |  |
| 3、是否落实信息发布审核登记制度，信息发布、数据更新等经过分管领导批准 |  | 5 |  |
| 物理安全 | 4、网站及网络应用系统安装盘是否由专人保管 |  | 5 |  |
| 5、服务器（未托管）放置环境是否具备防火、防水、防盗、防尘、恒温、恒湿、后备电源等要求 |  | 10 |  |
| 6、服务器（未托管）是否有专用放置空间，除相关管理人员外，其他人员无法进入 |  | 5 |  |
| 7、是否定期对服务器放置环境进行安全检查 |  | 5 |  |
| 数据安全 | 8、服务器设置启动密码，密码复杂度是否符合安全要求 |  | 5 |  |
| 9、是否及时进行服务器操作系统升级 |  | 5 |  |
| 10、服务器上是否安装查漏洞、杀病毒软件，并及时升级 |  | 5 |  |
| 11、是否及时对网站及网络应用系统进行升级，消除安全隐患 |  | 5 |  |
| 12、是否定期对网站及网络应用系统数据进行备份 |  | 5 |  |
| 13、是否对备份数据妥善保管，及时删除过期备份数据 |  | 5 |  |
| 14、是否日常巡查浏览本部门网站，及时发现网站异常 |  | 10 |  |
| 15、是否进行账号使用登记、密码升级更新和操作权限管理 |  | 5 |  |
| 16、是否有网站及网络应用系统应急处理预案 |  | 5 |  |
| 17、是否经常使用漏洞扫描软件对本部门网站及网络应用系统进行扫描 |  | 5 |  |
| 18、是否及时向网络技术中心报告网站、网络信息系统的安全问题和整改情况 |  | 5 |  |
| 总分 |  |
| 整改措施 | 以上整改措施于 年 月 日前完成。部门领导签字： |

网络技术中心印制